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The paper discusses the organizational principles of information security in decentralized cloud content storage and 
computing services under the assumption that the service operates under the control of a decentralized organization 
with the open access. The decentralized cloud storage and computing service is examined by the example of case study 
of TheOoL, a versatile decentralized operating system aimed at distributed computing protection. The security system 
includes user management, access differentiation, data transfer channel protection, and cryptographic security 
subsystems, as well as a secure billing subsystem and data protection from the owners of computational resources 
operating the cloud service. 
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